CHANGING MFA METHOD FOR VPN:

SELECT A DEFAULT MFA METHOD

1. VPN connections use the default MFA method you selected when setting up
MFA for the first time. In order to make changes, use a web browser to navigate
to: https://aka.ms/mfasetup

2. After signing into your account (which will require an MFA authentication), you’ll
see your available options for MFA use.

To add a new method, select the “Add security info” option.

4. To use an existing method, select the “Change default” option.
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5. Select the MFA method you’d like to be your default and select, “Done”.

Change default security info

How do you want to prove who you are when you sign in?

® Approve a notification fram my authenticator app

Enter a code from my authenticator app or token

Only the security info shown here can be set as default.

Cancel

6. Wait a few seconds, up to a minute, and then try to connect with the Cisco
AnyConnect client again. Your new default method should be used.
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